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CPNI CERTIFICATION FCC Mall Room
Annual 47 C.F.R. § 64.2009(e)
EB DOCKET 06-36

Annual 64.2009(e) CPNI Certification for 2011 Covering the Prior Calendar Year 2011

Date Filed: w / L
/'

Name of company: Northwest Repeater Services

Licensee’s FRN: 0008853467
Name of signatory: Wayne Lund
Title of signatory: President

I, Wayne Lund, certify that I am an officer of the company named above, and acting as an
agent of the company, that I have personal knowledge that the company has established operating
procedures that are adequate to ensure compliance with the Commission’s CPNI rules. See 47
C.F.R.§ 64.2001 et seq. See, also, CC Docket No. 96-155 and WC Docket No. 04-36.

Attached to this certification is an accompanying statement explaining the company’s
procedures to ensure that the company is in compliance with the requirements set forth in section
64.2001 et seq. of the Commission’s rules.

The company has not taken any actions (proceedings instituted or petitions filed by a
company at either state commissions, the court system, or at the Commission) against data
brokers in the past year. At this time, the Company does not have any information to report with
respect to the processes pretexters are using to attempt to access CPNI.

The Company did not receive any customer complaint in the past year concerning the
unauthorized release of CPNI

The Company represents and warrants that the above certification is consistent with 47
C.F.R. §1.17 which requires truthful and accurate statements to the Commission. The Company
also acknowledges that false statements and misrepresentations to the Commission are
punishable under Title 18 of the U.S. Code and may subject it to enforcement action.

Signed 0

Attachments: Statement of Compliance
Company Policies




Northwest Repeater Services Recelved
1024 N.E. Davis Street & Inspacted

Portland, Oregon 97232 FEB 28 2012
FCC Mail Room

Federal Communications Commission
Enforcement Bureau

Re:  Statement of Compliance
With Sections 64.2001 et seq.

Dear Sir or Madam:

The attached CPNI policies and information are distributed to each employee, agent and
subcontractor of the Company to which CPNI becomes available. Each person is directed to read
and maintain a copy of the CPNI policies for their further review and reference. Any questions
are entertained and given a response by supervisory personnel consistent with the Company’s
obligations under the applicable FCC Rules and policies.

All records related to compliance with CPNI policies and obligations are kept by supervisory
personnel, including any customer complaints, actions against data brokers, customer approval to
use of CPNI, and all such related activity, in fulfillment of the Company’s recordkeeping
responsibilities.

The foregoing considered, the Company deems that its operating procedures are adequate to
ensure compliance with the Federal Communications Commission’s CPNI Rules.

Authorize chr%



———— Reeslved & Inspected

NORTHWEST REPEATER SERVICES FEB 28 2012
POLICIES FOR USE OF CPNI ECC Mail Room

The following policies are hereby established for the use of Customer Proprietary
Network Information (CPNI) in accord with the rules of the Federal Communications
Commission (FCC). All employees, agents, affiliates and subcontractors are bound
by these policies regarding the use and protection of customers’ CPNI. Violations
of these policies will cause the violator to be subjected to disciplinary or remedial
action at the discretion of management.

It is important to realize that these policies have been created in compliance with
FEDERAL LAW, specifically Title 47 of the United States Code of Federal
Regulations, Sections 64.2001-9. These laws were created to protect our customers
and our required protection will be deemed a priority for all purposes. Therefore, you
must take seriously your obligation to comply with each of the following policies.

READ CAREFULLY

1. A customer’s CPNI may be employed internally for the purpose of offering our
existing customers additional services that we provide to the marketplace.
Those services must, however, be offered by us and not affiliated companies,
unless such use is approved by management to determine whether CPNI| use
is in accord with FCC guidelines.

2. Customer approval is required for use of that customer's CPNI if we are
offering a different category of service from the one that the customer is
presently receiving. However, one can offer Customer Premises Equipment
(mobiles, consoles, portables) to deliver existing services that we are
providing that customer, using that customer’'s CPNI.

3. Under no circumstances will anyone track a customer’s use of its CPNI to
determine whether that customer is contacting any competing provider of our
services.

4 A Customer’'s CPNI can be used to protect that customer’s safety of life or
property; to offer adjunct-to-basic services (e.g. call forwarding); or to
participate in research regarding the health effects related to the use of

company-provided equipment.

5. When a customer’s approval to employ its CPNI is required, the request
should normally be made in writing to be signed by the customer, however,
oral approval is permitted but will require the recipient of that approval to
make specific record of that approval including the date, time and identity of


















§64.2009

all portions of the notification must be
translated into that language.

(vii) A carrier may state in the noti-
fication that the customer’'s approval
to use CPNI may enhance the carrier’s
ability to offer products and services
tailored to the customer's needs. A car-
rier also may state in the notification
that it may be compelled to disclose
CPNI to any person upon affirmative
written request by the customer,

(viii) A carrier may not include in
the notification any statement at-
tempting to encourage a customer to
freeze third party access to CPNL

(ix) The notification must state that
any approval, or denial of approval for
the use of CPNI outside of the service
to which the customer already sub-
scribes to from that carrier is valid
until the customer affirmatively re-
vokes or limits such approval or denial.

(3) A telecommunications carrier's
solicitation for approval must be proxi-
mate to the notification of a cus-
tomer's CPNI rights.

[63 FR 20338, Apr. 24, 1998, as amended at 64
FR 53264, Oct. 1, 1999]

§64.2009 Safeguards required for use
of customer proprietary network
information.

(a) Telecommunications carriers
must implement a system by which the
status of a customer's CPNI approval
can be clearly established prior to the
use of CPNI.

(b) Telecommunications carriers
must train their personnel as to when
they are and are not authorized to use
CPNI, and carriers must have an ex-
press disciplinary process in place.

(c) All carriers shall maintain a
record, electronically or in some other
manner, of their sales and marketing
campaigns that use CPNI. The record
must include a description of each
campaign, the specific CPNI that was
used in the campaign, the date and pur-
pose of the campaign, and what prod-
ucts or services were offered as part of
the campaign. Carriers shall retain the
record for a minimum of one year.

(d) Telecommunications carriers
must establish a supervisory review
process regarding carrier compliance
with the rules in this subpart for out-
bound marketing situations and main-
tain records of carrier compliance for a

47 CFR Ch. | (10-1-01 Edition)

minimum period of one year. Specifi-
cally, sales personnel must obtain su-
pervisory approval of any proposed out-
bound marketing request.

(e) A telecommunications carrier
must have an officer, as an agent of the
carrier, sign a compliance certificate
on an annual basis stating that the of-
ficer has personal knowledge that the
company has established operating pro-
cedures that are adequate to ensure
compliance with the rules in this sub-
part. The carrier must provide a state-
ment accompanying the certificate ex-
plaining how its operating procedures
ensure that it is or is not in compli-
ance with the rules in this subpart.

[63 FR 20338, Apr. 24, 1998, as amended at 64
FR 53264, Oct. 1, 1999]

Subpart V—Telecommunications
Carrier Systems Security and
Integrity Pursuant to the Com-
munications Assistance for
Law Enforcement Act (CALEA)

SOURCE: 64 FR 51469, Sept. 23, 1999, unless
otherwise noted.

§64.2100 Purpose.

Pursnant to the Communications As-
sistance for Law Enforcement Act,
Public Law 103-414, 108 Stat. 4279 (1994)
(codified as amended in sections of 18
U.S.C. and 47 U.S.C.), this subpart con-
tains rules that require a telecornmuni-
cations carrier to ensure that any
interception of communications or ac-
cess to call-identifying information ef-
fected within its switching premises
can be activated only in accordance
with appropriate legal authorization,
appropriate carrier authorization, and
with the affirmative intervention of an
individual officer or employee of the
carrier acting in accordance with regu-
lations prescribed by the Commission.

§64.2101 Scope.

The definitions included in this sub-
chapter shall be used solely for the pur-
pose of implementing CALEA require-
ments.

§64.2102 Definitions.

(a) Appropriate legal authorization.
The term appropriate legal authorization
means:
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